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**Professional Summary**

Highly skilled Cybersecurity professional with extensive experience in developing and implementing comprehensive security solutions. Expertise is anchored in a deep understanding of Network Protocols and Security, Web Applications Security and Data and Information Systems Security utilizing a variety of security tools. Highly motivated to continuously learn and adapt in the fast-paced environment. Exceptional written and verbal communication skills significantly enhance team collaboration and interpersonal connections.

**Technical Skills**

Network Security: Knowledge of firewalls, VPNs, IDS/IPS, and network segmentation.  
Endpoint Security: Managing and securing device using antivirus and antimalware.   
Vulnerability Management: Experience using tools like SIEM, Nessus and OpenVAS to conduct vulnerability assessments.  
Operating Systems & Command Line: Familiarity with Windows and Linux command-line interfaces, Commands in PowerShell (Windows) and Bash (Linux), Understanding file systems, permissions, and user management.  
Programming & Scripting Languages: Knowledge of Python for scripting and automation. Familiarity with Bash and PowerShell scripting for automating tasks, and basic understanding of JavaScript for identifying web security vulnerabilities.

**Project**

**Persistence Attack with Backdoor Creation on Windows 10**

* **Objective**: Executed a persistence attack by creating a backdoor on Windows 10 system to again unauthorized access and maintain persistence.
* **Tools Used**: Metasploit Framework, Msfvenom use to generate malicious payloads for the target systems, Msfconsole employed for setting up the Meterpreter session to interact with compromised machines, Meterpreter use as a payload for maintaining control over the target system.
* **Key Achievements**: Successfully created a persistent backdoor on Windows 10. Established a remote connection to maintain access for further exploitation. Simulated real-world cyberattacks to identify and address vulnerabilities.

**Work History**

Lnn Protection – IT Help Desk Technician, Calgary AB

* Conduct troubleshooting to resolve application and software related issues.
* Conduct basic network troubleshooting to resolve connectivity issues between router and endpoint devices.
* Setup and configure new hardware, such as desktop, laptops, and printer.

**Education and Certifications**

Information Systems Security,   
Diploma Southern Alberta Institute of Technology, Calgary AB Expected to graduate December 2025

* Cisco: Networking Basics Certified Issued Aug 2024
* Coursera: Palo Alto Network Cybersecurity Foundation Issued Aug 2024